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19th	October	2016	(Subject	to	Change	per	Service	Update	Cycles)		

1	Primary	Account	Only	
2	No	Personal	Identifiable	Information	(PII)	
3	Refer	to	Links	Below	for	Further	Details	

Integration	Steps	&	Documentation	

Enterprise	Active	Directory	(EAD):	 https://it.ubc.ca/services/accounts-passwords/enterprise-active-directory	
Enterprise	LDAP	(ELDAP):	 https://it.ubc.ca/services/accounts-passwords/enterprise-ldap-eldap	
UBC	Central	Authentication	Service	(CAS):	 https://it.ubc.ca/services/accounts-passwords/central-authentication-service-cas	
UBC	Shibboleth	Service:	 https://it.ubc.ca/services/accounts-passwords/shibboleth	
	

Questions?	Integration	Requests?	Contact	IAM	Team:	http://web.it.ubc.ca/forms/iam	


